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Abstract. An important step in automatic fingerprint identification system 
(AFIS) is fingerprint matching. The task of fingerprint matching is to verify 
whether two fingerprints are coming from same finger.  In this paper we detail 
and discuss the fingerprint matching algorithm. A minutia matching algorithm 
is proposed which modified the algorithm presented by Jain et al. In this 
algorithm, in order to reduce the effect of noise and false minutiae, block 
orientation and ridge information are introduced into the minutiae-based 
matching algorithm in a simple but reliable way. Ridge information which is 
some sampled points in the ridge are used to align two fingerprints, in order to 
avoid misalign two fingerprints, we use block orientation to correct the ridge 
alignment. Experiments on the database FVC2002 show the performance. 

1 Introduction 

Fingerprint recognition as a reliable method among biometric feature recognition 
technology is widely applied in personal identification for the purposes of high 
degree of security. Although fingerprint recognition is usually associated with 
criminal identification and police work, it has become more popular in civilian 
application, such as access control, personal computer protection, e-commerce. In 
order to attain high performance of the recognition, many abroad researchers have 
been proposed many fingerprint recognition algorithms, such as: graph-based or 
structure-based fingerprint matching algorithms [1,2,3], minutiae-based [4,5,6], 
special filters [7] or multiple matchers fingerprint recognition algorithms [8,9]. 

Graph-based matching [1] treats the fingerprint as an attributed graph, complex 
algorithms, such as graph isomorphism, have to be adopted in the fingerprint 
recognition.  

Minutiae-based matching uses the minutiae to describe the fingerprint feature, so 
matching two fingerprints can be completed by the point pattern matching. This 
approach is very popular for fingerprint matching. In this method, a fingerprint image 
is usually processed by a thinning algorithm to obtain feature data, this feature data 
commonly are the ridge endings and ridge bifurcation. Minutiae-based matching 
depends on the local feature of the fingerprint and cann't be used as coarse matching 
such as fingerprint classification. Furthermore, detail matching using this 
methodology is greatly influenced by the interference of noise and distortion in image 
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processing. There are some papers to discuss the fingerprint distortion module [ 13, 
14].  

Special filter or texture-based method [7] for fingerprint matching uses a bank of 
Gabor filters to capture both local and global details in a fingerprint, which are called 
FingerCode by the authors.  

In order to attain the high performance, some researchers also use multiple matcher 
in fingerprint recognition algorithm [8,9,12]. This method used each matcher to get 
the matching score and then use the probability method to make a final decision 
whether two fingerprints come from same finger. This approach really improves the 
performance. 

In this paper, we introduce some global information, block orientation and ridges, 
into the minutiae-based method. The fingerprint is an oriented pattern image. The rest 
of this paper is organized as follows. In the section 2, is the feature representation. 
Section 3 is devoted to the methods of fingerprint matching algorithm. The 
performances of fingerprint identification are listed in section 4. At last, we discuss 
our algorithm and future work in section 5. 

2 Feature Representation 

Definition 1 Sampled Ridge: The ridge that be sampled is the ridge corresponding to 
direction of the minutia, and sampled ridge is the collection of all sampled points on 
the ridge. The interval between two sampled points is . The maximum number of 
the sampled points for each minutia is K. The figure 1 illustrates the sampled ridge. 
For every sampled point, we record the distance = | |and the 

angle

S

)( idR iMP

iα . is the distance between the sampled point  and the corresponding 

minutia M. 
id iP

)( iR α is the angle of vector . The reason we record the ridge is in 
the section 5. 

iMP

If the sampled distance is larger, more information about the ridge is abstracted or 
lost. If sampled distance is small, features will be detected and we will be able to 
reconstruct them, but redundant information such as noise will be included. So the 
sampled interval  and K are very important parameters in our algorithm. Our 
sampled ridge method is similar with the Dario et al [16] method following the ridge 
that they use the polygonal to represent the ridge. 
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Fig. 1. Sampled Ridges: At the left, for Ridge ending M, the sampled points are 

, ; at the right the sampled points of bifurcation are ,  1P 2P 3P 4P 1P 2P 3P
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At last, for a fingerprint image, recorded information is as following: 
The minutiae x, y coordinates, orientationθ , , id iα ( ) associated 

to every minutia, and the block orientation field BO.  
Ki ,,2,1 L=

3 Fingerprint Matching 

The purpose of the fingerprint matching is to determine whether two fingerprints are 
from the same finger. For this goal, we firstly align the input fingerprint with the 
template fingerprint that is represented by its minutiae and sampled ridge. After 
aligning two fingerprints we compute the matching score of two fingerprints. Because 
we do not have any prior knowledge about what is the relative position of two 
fingerprints and whether they are similar, a robust aligning two fingerprints method is 
needed.  

Referring to the matching phases in [4], [5], we decompose our algorithm into two 
hierarchies as follow: 

First stage:  
 Computing the similarity of two ridges coming from two fingerprints 
 Computing the similarity of orientation field  

Getting the rotation parameter and candidates as the reference points  
Second stage: 
 Computing matching score 

3.1 Sampled Ridge Matching 

Let  
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represent minutiae of the fingerprint in the template databases. 
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represent the minutiae of the input fingerprint. 
In this step, we attempt to acquire the best registration parameters of two 

fingerprints, assuming they are from the same finger. No matter whether the two 
fingerprints are identical or not, the following similarity transformation is performed: 
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where ),,( θ∆∆∆ yx denotes a set of similarity transformation parameters, x and y 
are the minutia coordinates. Ratha et al. [4] proposed a general algorithm of minutia-
pattern matching by means of Hough transformation. So the problem of the minutia 
pattern matching was converted to detect the highest peak in the Hough space of the 
transformation parameters by discretized the set of all possible transformation 
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parameters and meanwhile computing the corresponding matching score for each 
transformation. However, due to the presence of noise and deformation, the input 
minutiae cannot always be aligned exactly with respect to those of the template using 
the parameters at the peak in the Hough space. In order to reliably align two 
fingerprints, we introduce the sampled ridge to select reference points. Comparing 
with the method in [5], our aligned method is simple but effective. 

Definition 2 Similarity Measure of two sampled ridge: Let R is the ridge of the 
minutiae Pi, r is the ridge of the minutiae Qi, the similarity measurement of R and r is 
defined following: 
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L is the number of the sampled points in the ridge, α and β  are constants. 
In our system, two parameters affect the similarity of two sampled ride, one is the 

interval between two sampled points , the other is the count of sampled pointsS K . 
We discuss the problem in the section 6. 

If the two ridges are similar, we get the rotation parameter θ∆ = . After 

M*N times comparing ridges, we get corresponding ridges and the rotation 

Q
j

P
i θθ −

θ∆  
which corresponds to have maximum number of ridge similarity. Using them we 
could compute the registration parameters.

In order to avoiding misaligning two fingers, we use the block orientation field 
and . It is the first step in [4] to detect the core or delta point using block 

orientation field to classify the fingerprints in the database in order to reduce the 
retrieval space. Generally, without the phase of classification to fingerprints in an 
AFIS, there will be more false accepted matching. But the classification based on the 
core and delta points is affected by the noise and the classification accuracy is not 
high. So we introduce the block orientation field to reduce the false accepted rate and 
to avoid the noise effect, at the same time avoid misaligning two ridges. 

PBO QBO

 Block Matching Algorithm(BMA) 
 For each pair  in  iP ↔ jQ F
 a. Compute the translation parameters: 

x∆ = -  P
ix Q

jx

y∆ = -  P
iy Q

jy

b. Using the equation (1) to translate the  according to , and QBO x∆ y∆

0θ , the translated block orientation is also noted as . QBO
 c. Compute the similarity: 
 For ∈  ),( nm QP BOBO ∩
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O= , , QP BOBO ∩ |)||,max(| QP BOBON = σ and C are two 
constants. 

 d. If >Threshold, delete the pair from set . ),( jiBO QPS iP ↔ jQ F
From BMA algorithm, we get the rotation parameter and matching minutiae 

set as the aligned candidates.  F

3.2 Computation Matching Score 

After getting registration candidate points, the number of matched pair minutiae can 
be obtained. If two minutiae fall into a same tolerance box after registration, they are 
defined as matched minutiae. In [4], Ratha e. al. defines a fixed tolerance box. In our 
system we use a changeable tolerance box to make our algorithm more robust to 
nonlinear deformation between fingerprint images. The changeable tolerance box 
definition could be found in our published paper [10]-[11]. 

Now we compute the matching score: 

1. For each pair  in , if is empty, go to 5 iP ↔ jQ F F
2. Take Pi and Qj as reference minutia. Convert each minutia point in the 

template minutiae set and the input minutiae set to the polar coordinate 
system with respect to the corresponding reference minutia and rotation 
parameter 0θ  

3. Represent the template and the input minutiae in the polar coordinate 
system as symbolic strings by sorting each minutia in the increasing order 
of radial angles:  
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4. Decide which pair minutiae are located in same tolerance box , if they are 
consistent or similar:  

score[i][j] += 1; 

5. Find the maximum value of score[i][j] and use it as the matching score of 
the input and template minutiae set. 

6. Let the maximum score be , compute the , 

the final matching score is : 
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If the matching score is higher than a threshold value, the input image is 
considered to come from the same finger as the template image, else we would 
consider these two images as coming from different fingers. 

4 Experimental Results  

The performance of the algorithm taking part in the FVC2002 competition is 
evaluated on images from four different fingerprint databases, three of these 
databases are acquired by various sensors, low-cost and high-quality, optical and 
capacitive.  

Before we submit our algorithm, we must estimate two important parameters: 
,S K . FVC2002 provides 80 fingerprints in each database to be available to the 

participants to allow parameters tuning before the submission of the algorithm. So we 
use statistical method to estimate the parameters on the 80 fingerprints for each 
database. At last, we approximate S  about 8, and K to about 10. So in our 
algorithm, two parameters are fixed. 

Based on above algorithm we have developed a software system including 
enrolling fingerprints and matching fingerprint, to take part in the FVC2002 
competition. The results are tested by organizer of the FVC2002. 

5 Conclusion 

In this paper, we introduce our automatic fingerprint verification algorithm. The 
orientation is our algorithm basement. Our method integrates the advantages of 
minutiae-based and texture-based methods, and can improve the algorithm 
performance and reliability. As we use orientation field to simulate the texture of the 
image, and the orientation is the middle result enhancing image, it is faster than the 
gray value texture of the image in the literature. But we must point out our algorithm 
also have some disadvantages comparing with other algorithm, for example we 
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occupy much memory due to the block orientation field. From the results on the 
FVC2002 database, our recognition performance is not very ideal. From our 
experience, our algorithm can attain higher recognition performance than the results 
on the FVC2002 databases. 
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